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Here’s what you
need to know...

Fraudsters create authentic looking emails purporting to be from
genuine companies, or even someone you know, in order to defraud
you. The emails are designed to infect your devices with malicious
software (malware), or to steal sensitive information such as your
financial details or passwords.

ATTACHMENTS

Don’t open the attachments in any
unsolicited emails you receive. Email is the
#1 delivery vehicle for ransomware, as well
as other forms of malware.

LINKS

Don’t click on the links within any
unsolicited emails you receive. They could
lead to malicious sites designed to infect
your computer with malware, or steal your
personal & financial details.

YOUR DETAILS

d
\} Never respond to emails that ask
for your personal or financial details. Your
bank won’t send you emails asking for this
type of information.
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